*Кибербуллинг — преследование сообщениями, содержащими оскорбления, агрессию, запугивание; хулиганство; социальное бойкотирование с помощью различных интернет-сервисов.*

**Предупреждение кибербуллинга**

1. Не сообщай свои данные агрессору (реальное имя, фамилию, адрес, телефон, номер школы и т.п.). Когда злоумышленнику становятся известны твои анкетные данные, происходит так называемый «троллинг» или травля.
2. Не открывай доступ к своей страничке незнакомым людям.
3. Следи за информацией, которую ты выкладываешь в Интернете
4. Придерживайся правил сетевой этики, не отвечай грубо на сообщения, этим ты можешь спровоцировать собеседника. Игнорируй сообщения от незнакомых, агрессивных и подозрительных личностей. Нужно понимать, что онлайн-общение не является приватным. Другие пользователи могут скопировать, распечатать или переслать твою личную переписку.
5. Если ты видишь или знаешь, что твоего друга запугивают, поддержи его и сообщи об этом.
6. Не посылай сообщения или изображения, которые могут огорчить кого-нибудь.

**Борьба с кибербуллингом**

1. Не предпринимай самостоятельных действий по наказанию агрессора
2. Немедленно обратись за советом к родителям или в специальные организации за помощью
3. Сделай снимок экрана с оскорблениями (screen-shot) и перешлите его модераторам ресурса.
4. Или напиши письмо в техподдержку с просьбой удалить аккаунт хулигана. Важно помнить, что адекватно отреагировав на неприятное сообщение, оповестив администрацию ресурса о киберхулигане, можно обезопасить от него, не только себя, но и остальных пользователей.
5. Если же преследование происходит лично, с помощью электронной почты, сервисов мгновенных сообщений (ICQ, Google talk и т.д.) или IP телефонии (Skype) избавиться от неприятного собеседника можно нажав клавишу «игнорировать» (или «черный список»). У большинства программ, предназначенных для общения, существует такая или аналогичная функция.